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STATE OF NEW YORK

8828

| N SENATE

January 8, 2026

I ntroduced by Sen. GOUNARDES -- read twi ce and ordered printed, and when
printed to be conmtted to the Committee on Rul es

AN ACT to anend the general business law, in relation to transparency
and safety requirenents for developers of artificial intelligence
frontier nodels; to anmend a chapter of the |aws of 2025 anendi ng the
general business lawrelating to the training and use of artificial
intelligence frontier nodels, as proposed in legislative bills nunbers
S. 6953-B and A 6453-B, in relation to the effectiveness thereof;
and to repeal certain provisions of the general business |law, relating
thereto

The People of the State of New York, represented in Senate and Assem
bly, do enact as foll ows:

Section 1. Legislative findings and intent. The |egislature finds and
decl ares all of the foll ow ng:

1. New York is leading the world in artificial intelligence innovation
and research through conmpanies |large and snmall and through the state's
remar kabl e public and private universities.

2. Artificial intelligence, including new advances in foundation
nmodel s, has the potential to catalyze innovation and the rapid devel op-
ment of a wide range of benefits for New Yorkers and the New York econo-
nmy, including advances in nedicine, wildfire forecasting and prevention
and climate nodeling, and to push the bounds of hunman creativity and
capacity.

3. In building a robust and transparent evi dence environment, policy-
makers can simultaneously protect consumers, |everage industry exper-
tise, and recognize | eading safety practices.

4. As industry actors conduct internal research on their technol ogies
i npacts, public trust in these technol ogies would significantly benefit
from access to information regarding, and increased awareness of, fron-
tier Al capabilities.

5. Greater transparency can al so advance accountability, conpetition
and public trust.

6. Incident reporting systens facilitate understandi ng and nonitoring
of the post-deploynment inpacts of artificial intelligence.

EXPLANATI ON- - Matter in italics (underscored) is new, matter in brackets
[-] is old lawto be onmitted
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7. Unless they are developed with careful diligence and reasonable
precaution, there is concern that advanced artificial intelligence
systens coul d have capabilities that pose catastrophic risks.

8. Wile the mgjor artificial intelligence devel opers have already
voluntarily established the creation, use, and publication of frontier
Al frameworks as an industry best practice, not all devel opers are
providing information that is consistent and sufficient to ensure neces-
sary transparency and protection of the public. Mndatory, standardized,
and objective disclosures by frontier developers are necessary to
provide the government and the public with tinely and accurate infornma-
tion.

9. Tinmely reporting of critical safety incidents to the governnent is
essential to ensure that public authorities are pronptly informed of
ongoi ng and energing risks to public safety. This reporting enables the
government to monitor effectively in the event that advanced capabili -
ties emerge in frontier artificial intelligence nodels that nay pose a
threat to the public.

10. It is the intent of the legislature to create nore transparency,
and collective safety will depend in part on frontier devel opers taking
due care in their devel opment and depl oynent of frontier nodels propor-
tional to the scale of the foreseeable risks.

§ 2. Article 44-B of the general business |aw, as added by a chapter
of the laws of 2025 amending the general business law relating to the
training and use of artificial intelligence frontier nodels, as proposed
in legislative bills nunbers S. 6953-B and A. 6453-B, is REPEALED and a
new article 44-B is added to read as foll ows:

ARTICLE 44-B
RESPONSI BLE Al SAFETY AND EDUCATI ON (RAI SE) ACT

Section 1420. Definitions.
1421. Transparency requirenents.
1422. Reporting.
1423. lLoss of equity.
1424 Duties and obligations.
1425. Scope.
1426. Exceptions.
1427. Violations.
1428. large frontier devel oper disclosure.
1429. Rul eneking authority.

8 1420. Definitions. As wused in this article, the following terns
shall have the follow ng neanings:

1. "Affiliate" nmeans a person controlling, controlled by, or under
conmmon control with a specified person, directly or indirectly, through
one or nore internediaries.

2. "Artificial intelligence nodel" neans an engineered or nwrchine-
based system that varies in its level of autonony and that can. for
explicit or inplicit objectives, infer fromthe input it receives howto
generate outputs that can influence physical or virtual environnents.

3. (a) "Catastrophic risk" nmeans a foreseeable and material risk that
a frontier developer's developnent, storage, use, or deploynent of a
frontier nodel will materially contribute to the death of, or serious
infjury to, nore than fifty people or nore than one billion dollars in
danage to., or loss of, property arising froma single incident involving
a frontier nodel doing any of the follow ng
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(i) providing expert-level assistance in the creation or release of a
chemical, biological, radiological, or nuclear weapon;

(ii) engaging in conduct with no nmeaningful human oversight, inter-
vention, or supervision that is either a cyberattack or, if the conduct
had been committed by a human, would constitute the crinme of nurder
assault, extortion, or theft., including theft by false pretense; or

(iii) evading the control of its frontier devel oper or user.

(b) "Catastrophic risk" does not include a foreseeable and nmmterial
risk fromany of the foll ow ng

(i) information that a frontier nodel outputs if the infornation is
otherwi se publicly accessible in a substantially sinmlar form from a
source other than a foundati on nodel

(ii) lawful activity of the federal governnent; or

(iii) harmcaused by a frontier nodel in conbination with other soft-
ware if the frontier nodel did not materially contribute to the harm

4. "Critical safety incident" neans any of the foll ow ng:

(a) unauthorized access to, nodification of, or exfiltration of, the
nodel weights of a frontier nodel that results in death or bodily inju-
ry:

(b) harmresulting fromthe materialization of a catastrophic risk

(c) loss of control of a frontier nodel causing death or bodily inju-
ry; or

(d) a frontier nodel that uses deceptive techni ques against the fron-
tier devel oper to subvert the controls or npnitoring of its frontier
developer outside of the context of an evaluation designed to elicit
this behavior and in a nmanner that denonstrates materially increased
catastrophic risk

5. (a) "Deploy" neans to nmake a frontier nodel available to a third
party for use, nodification, copying, or conbination wth other soft-
war e.

(b) "Deploy" does not include nmaking a frontier nodel available to a
third party for the primary purpose of developing or evaluating the
frontier nodel.

6. "Foundation nodel" neans an artificial intelligence nodel that is
all of the follow ng:

(a) trained on a broad data set;

(b) designed for generality of output; and

(c) adaptable to a wide range of distinctive tasks.

7. "Frontier Al framework" neans docunented technical and organiza-
tional protocols to nmanage, assess, and mitigate catastrophic risks.

8. "Frontier developer" neans a person who has trained, or initiated
the training of, a frontier nodel, with respect to which the person has
used, or intends to use, at least as nmuch conputing power to train the
frontier nodel as would neet the technical specifications found in
subdi vision nine of this section.

9. (a) "Frontier nodel" neans a foundation nodel that was trained
using a quantity of conputing power greater than 10°26 integer or fl oat-
i ng- poi nt operations.

b) The quantity of conputin ower described in paragraph (a) of this
subdi vision shall include conputing for the original training run and
for any subsequent fine-tuning, reinforcenent learning, or other materi-
al _nodifications the devel oper applies to a preceding foundation nodel.

10. "large frontier devel oper" neans a frontier devel oper that togeth-
er withits affiliates collectively had annual gross revenues in _excess
of five hundred mllion dollars in the preceding cal endar year.
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11. "Mbdel weight" nmeans a nunerical paraneter in a frontier nodel
that is adjusted through training and that hel ps determ ne how i nputs
are transforned into outputs.

12. "Departnent”" neans the departnent of financial services.

13. "Property" neans tangible or intangible property.

14. "Person" neans an individual, proprietorship, firm partnership,
joint venture, syndicate, business trust, conpany, corporation, limted
liability conpany. association., commttee, or any other nongovernnental
organi zation or group of persons acting in concert.

15. "Superintendent"” neans the superintendent of financial services.
16. "Ofice" neans an office within the departnent of financia
services, which shall report to the superintendent of financial services

and is tasked with inplenentation of this article.

8 1421. Transparency requirenents. 1. A large frontier devel oper shal
wite, inplenent, conply with, and clearly and conspicuously publish on
its internet website a frontier Al franework that applies to the large
frontier developer's frontier nodels and describes in detail how the
large frontier developer handles all of the follow ng:

(a) incorporating national standards, international standards, and
industry consensus best practices into its frontier Al franework;

(b) defining and assessing thresholds used by the large frontier
devel oper to identify and assess whether a frontier npdel has capabili -
ties that could pose a catastrophic risk, which may include multiple-ti-
ered threshol ds;

c applyin mtigations to address the potential for catastrophic
ri sks based on the results of assessnents undertaken pursuant to para-
graph (b) of this subdivision;

(d) reviewing assessnents and adequacy of nitigations as part of the
decision to deploy a frontier nodel or use it extensively internally;

(e) using third parties to assess the potential for catastrophic risks
and the effectiveness of mtigations of catastrophic risks;

(f) revisiting and updating the frontier Al franmework, including any
criteria that trigger updates and how the large frontier devel oper
deternines when its frontier nodels are substantially nodified enough to
require disclosures pursuant to subdivision three of this section;

(g) cybersecurity practices to secure unreleased nodel weights from
unaut hori zed nodification or transfer by internal or external parties;

(h) identifying and responding to critical safety incidents;

(i) instituting internal governance practices to ensure inplenentation
of these processes; and

j) assessing and nmanaging catastrophic risk resulting fromthe inter-
nal use of its frontier nodels, including risks resulting froma fron-
tier nmodel circunventing oversight nechanisns.

2. (a) Alarge frontier developer shall review and., as appropriate,
update its frontier Al framework at | east once per year.

(b) If alarge frontier devel oper nekes a material nodification to its
frontier Al framework, the large frontier devel oper shall clearly and
conspi cuously publish the nodified frontier Al framework and a justi-
fication for that nodification within thirty days.

3. (a) Before, or concurrently with, deploying a new frontier nodel or
a substantially nodified version of an existing frontier nodel, a fron-
tier devel oper shall clearly and conspicuously publish on its internet
website a transparency report containing all of the follow ng:

(i) the internet website of the frontier devel oper;

(ii) a nmechanismthat enables a natural person to communicate with the
frontier devel oper;
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(iii) the release date of the frontier nodel;

(iv) the | anguages supported by the frontier nodel

(v) the nodalities of output supported by the frontier nodel;

(vi) the intended uses of the frontier nodel; and

(vii) any generally applicable restrictions or conditions on uses of
the frontier nodel.

(b) Before, or concurrently with, deploying a new frontier nodel or a
substantially nodified version of an existing frontier nodel, a |large
frontier devel oper shall include in the transparency report required by
paragraph (a) of this subdivision, summaries of all of the foll ow ng:

(i) assessnents of catastrophic risks from the frontier node
conducted pursuant to the large frontier developer's frontier Al frane-
wor K;

(ii) the results of the assessnents under subparagraph (i) of this

par agr aph;
(iii) the extent to which third-party evaluators were involved; and
(iv) other steps taken to fulfill the requirenents of the frontier Al

franework with respect to the frontier nodel

(c) A frontier developer that publishes the infornation described in
paragraph (a) or (b) of this subdivision as part of a larger docunent,
including a system card or npdel card., shall be deened in conpliance
with the applicabl e paragraph.

4, (a) (i) Afrontier devel oper shall not neke a materially false or
m sl eadi ng st atenent about catastrophic risk fromits frontier nodels or
its managenent of catastrophic risk.

(ii) A large frontier developer shall not nmake a materially false or
m sl eading statenent about its inplenentation of, or conpliance with,
its frontier Al framework.

(b) This subdivision shall not apply to a statenent that was made in
good faith and was reasonable under the circunstances.

5. (a) Wien a frontier devel oper publishes documents to conply wth
this section, such frontier devel oper may nake redactions to such docu-
nents that are necessary to protect such frontier developer's trade
secrets, such frontier developer's cybersecurity, public safety, or the
national security of the United States or to conply with any federal or
state | aw.

(b) If a frontier developer redacts infornation in a docunent pursuant
to this subdivision., such frontier devel oper shall describe the charac-
ter and justification of such redaction in any published version of such
docunment to the extent permtted by the concerns that justify redaction
and shall retain the unredacted information for five years.

8 1422. Reporting. 1. The office shall establish a nechanismto be
used by a frontier developer or a nenber of the public to report a crit-
ical safety incident that includes all of the foll ow ng:

(a) the date of the critical safety incident;

(b) the reasons the incident qualifies as a critical safety incident;

(c) a short and plain statenent describing the critical safety inci-
dent; and

(d) whether the incident was associated with internal use of a fron-
tier nodel.

2. (a) Alarge frontier developer shall transmt to the office a
sunmary of any assessnent of catastrophic risk resulting frominterna
use of its frontier nodels every three nonths or pursuant to another
reasonabl e schedule requested by the large frontier devel oper. conmmuni -
cated in witing to the office with witten updates, as appropriate, and
agreed upon by the office. The office shall establish a nechanismto be
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used by a large frontier developer to confidentially submt summaries of
any assessnents of the potential for catastrophic risk resulting from

internal use of its frontier nodels.

(b) The office shall take all reasonable precautions to linit access
to any reports related to internal use of frontier npdels to only
personnel authorized to know the information and to protect the reports
from unaut hori zed access.

3. (a) Subject to paragraph (b) of this subdivision, a frontier devel-
oper _shall report any critical safety incident pertaining to one or nore
of its frontier nodels to the office within seventy-two hours from a
determnation that a «critical safety incident has occurred or within
seventy-two hours of the frontier devel oper learning facts sufficient to
establish a reasonable belief that a critical safety incident has
occurred.

(b) If a frontier devel oper discovers that a critical safety incident
poses an immnent risk of death or serious physical injury, the frontier
devel oper shall disclose that incident within twenty-four hours to an
authority, including any |aw enforcenent agency or public safety agency
with jurisdiction, that is appropriate based on the nature of that inci-
dent _and as required by |aw

(c) Afrontier developer that discovers information about a critical
safety incident after filing the initial report required by this subdi-
vision may file an anended report.

4. The office shall reviewcritical safety incident reports submtted
by frontier developers and nmay review reports submtted by nenbers of
the public.

5. (a) The office nmay transnmit reports of critical safety incidents or
sunmaries of any assessnents of catastrophic risk frominternal use of
frontier nodels to other governnental entities at their discretion,
considering for exanple and without |limtation the follow ng: the sever-
ity of any such incident, potential ongoing risks, legal or regulatory
obligations, the need for coordinating with other governnmental agencies
or other entities and the availability of information. The office shal
consider transmitting such reports or summaries to the office of the
attorney general, as appropriate. Any report transmtted fromthe office
to another governnental entity shall be exenpt from disclosure under
article six of the public officers |aw

(b) The office may consider, at its discretion., any risks related to
trade secrets, public safety, cybersecurity of a frontier developer, or
national security when transnmitting reports.

6. A report of a critical safety incident submtted to the office
pursuant to this section and a report of assessnents of catastrophic
risk from internal use pursuant to section fourteen hundred twenty-one
of this article, are exenpt fromdisclosure under article six of the
public officers | aw

7. (a) Beginning January first, two thousand twenty-eight, and annual -

ly thereafter, the office shall produce a report, that includes the
follow ng:
i) anonym zed and aggregated i nformation about critical safet inci-

dents that have been reviewed by the office since the preceding report;

(ii) any information that the office deens relevant to frontier node
safety;

(iii) recommended updates to this article, if any; and

(iv) any devel opnents relevant to the purposes of this article.

(b) The office shall not include infornmation in a report pursuant to
this subdivision that would conpronmi se the trade secrets or cybersecuri -
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ty of a frontier developer, public safety, or the national security of
the United States or that would be prohibited by any federal or state
| aw.

(c) The office shall transmit a report pursuant to this subdivision to
the governor, the tenporary president and nminority |eader of the senate,
the speaker and mnority |eader of the assenbly. the chair and ranking
nenber of the senate committee on internet and technology. and the chair
and ranking nenber of the assenbly committee on science and technol ogy.

8. The office may adopt requlations designating one or nore federa
laws, requlations, or guidance docunents that neet all of the follow ng
conditions for the purposes of subdivision nine of this section:

(a) (i) the law, requlation, or guidance docunent inposes or states
standards or requirenents for critical safety incident reporting that
are substantially equivalent to, or stricter than, those required by
subdi vision three of this section; and

(ii) the law, regulation, or guidance docunent described in subpara-
graph (i) of this paragraph does not need to require critical safety
incident reporting to the state of New York:; and

(b) the law. regulation, or guidance docunent is intended to assess,
detect, or nmitigate the catastrophic risk

9. (a) Afrontier developer that intends to conply wth subdivision
three of this section by conplving with the requirenents of. or neeting
the standards stated by, a federal law, regulation. or guidance docunent
desi gnated pursuant to subdivision eight of this section shall declare
its intent to do so to the office.

(b) After a frontier developer has declared its intent pursuant to
paragraph (a) of this subdivision, the follow ng shall apply:

(i) the frontier devel oper shall be deened in conpliance with subdivi-
sion three of this section to the extent that the frontier devel oper
neets the standards of, or conplies with the requirenents inposed or
stated by, the designated federal law, reqgulation., or guidance docunent
until the frontier devel oper declares the revocation of that intent to
the office or the office revokes a relevant regulation pursuant to
subdi vision ten of this section;

(ii) the failure by a frontier developer to neet the standards of, or
conply with the requirenents stated by, the federal law, regulation, or
gui dance docunent designated pursuant to subdivision eight of this
section shall constitute a violation of this article; and

(iii) frontier devel opers who conply with subdivision three of this
section by nmeeting such federal standards shall send copies of any crit-
ical safety incident reports required by such federal standards to the
office concurrently with sending themto federal authorities.

10. The office shall revoke a requlation adopted under subdivision
eight of this section if the requirenents of subdivision eight of this
section are no | onger net.

8 1423. loss of equity. The |loss of value of equity shall not count as
danage to or loss of property for the purposes of this article.

1424. Duties and obligations. The duties and obligations inposed b
this article are cumulative with any other duties or obligations inposed
under other law and shall not be construed to relieve any party from any
other duties or obligations inposed under other law and do not linit any
rights or renedies under existing | aw

8 1425. Scope. This article shall only apply to frontier nodels that
are devel oped, deployed, or operating in whole or in part in New York
st ate.

8§ 1426. Exceptions. Nothing in this article shall apply to:
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1. accredited colleges and wuniversities in New York state, to the
extent such colleges and universities are engaging in acadenic research
regarding artificial intelligence nodels:; or

2. the Enpire Al consortium or the institute, as such terns are
defined by section three hundred sixty-one of the econonic devel opnent
| aw.

8 1427. Violations. 1. The attorney general may bring a civil action
to recover a civil penalty in an anpunt not to exceed one mllion
dollars for a first violation and in an amount not to exceed three
mllion dollars per subsequent violation, determ ned based on the sever-
ity of the violation where a large frontier developer fails to publish
or transnit a conpliant docunent required to be published or transnitted
under this article, makes a statenent in violation of subdivision four
of section fourteen hundred twenty-one of this article, fails to report
an _incident as required by section fourteen hundred twenty-two of this
article, or fails to conply with its own frontier Al franework.

2. Nothing in this article shall be construed to establish, authorize
or create a private right of action associated with violations of this
article.

3. Nothing in this article shall be construed to prevent a large fron-
tier devel oper fromasserting that another person. entity, or factor,
may be responsible for any alleged harm injury or damage resulting from
a catastrophic risk or critical safety incident.

8 1428. large frontier devel oper disclosure. 1. Except as otherw se
provided in this section, no large frontier developer nay develop
deploy, or operate a frontier nodel, in whole or in part in New York
state, without having a current disclosure statenment filed wth the
office and paying the required share.

2. The disclosure statenent shall be filed in the formand the nmanner
prescribed by the office and shall contain all the information required
by the office. It shall be renewed every two years, whenever ownership
of the frontier nodel is transferred or whenever there is a material
change to the information reported in the previously filed disclosure
statenent, whi chever occurs earlier.

3. Such disclosure statenent shall identify:

(a) the identity of the large frontier developer and all names under
whi ch such large frontier devel oper conducts business;

(b) the address of the principal place of business and the address of
each office it nmaintains in New York state

(c) in the event such large frontier developer or the ultinate parent
of such large frontier developer is a privately or closely held conpany,
a list of all persons or entities that beneficially own a five percent
or greater interest in such large frontier developer at the tine of the
filing of the disclosure statenent and a list of persons who fornerly
beneficially owed a five percent or greater interest in such owner or
its predecessors in the preceding five years. In the event such owner or
the wultimate parent is a publicly traded conpany, such owner shall file
a list of all persons or entities that beneficially own a fifty percent
or greater interest in the large frontier developer at the tine of
registration; and

(d) the nane and contact information of a point of contact, secondary
contact, and tertiary contact for such large frontier devel oper. Such
poi nt of contact shall be responsible for receiving inquiries relating
to this article fromthe office or other governnental entities.

4. large frontier devel opers shall be assessed in pro rata shares by
the departnent to defray the operating expenses, including all direct
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and indirect costs, of adnministering the obligations inposed by this
article.

5. |If any person devel ops. deploys. or operates a large frontier npdel
in part in New York state without a current disclosure filed with the
office as required by this section, subnts false information in its
disclosure or fails to tinely pay any assessnent required by this arti-
cle, in addition to any other penalty or liability that nmay be inposed
under this article, the office may, after notice and hearing, levy civil
penalties, fees, and costs as follows:

(a) a civil penalty of one thousand dollars for each day the entity
fails to file a disclosure as required by this section or fails to
correct false information; and

(b) an anmpbunt equal to the assessnents owed.

6. The office shall maintain and publish a list of large frontier
devel opers who have filed disclosure statenents, however such publica-
tion shall not include the contact infornmation set forth in paragraph

(d) of subdivision three of this section.

8 1429. Rulemaking authority. The office is hereby authorized to adopt
rules and requlations to inplenment the provisions of this article as
needed. To the extent the office determnes that doing so will facili-
tate safety and transparency consistent with the underlying purpose of
this article, the office may consider additional reporting or publica-
tion requirenents for information to facilitate safety and transparency,
including but not limted to, post-critical safety incident information,
sharing plans and protocols, and the transnission of frontier Al frane-
works to the office.

8§ 3. Section 3 of a chapter of the laws of 2025 amendi ng the genera
business law relating to the training and use of artificial intelligence
frontier nodels, as proposed in legislative bills nunbers S. 6953-B and
A. 6453-B, is anended to read as foll ows:

§ 3. This act shall take effect [epr—the—ninetieth—day—after—it—shall
have—becore—a—taw| January 1, 2027.

8§ 4. Severability. If any clause, sentence, paragraph, subdivision,
section or part of this act shall be adjudged by any court of conpetent
jurisdiction to be invalid, such judgnent shall not affect, inpair, or
i nval i date the remrai nder thereof, but shall be confined in its operation
to the clause, sentence, paragraph, subdivision, section, or part there-
of directly involved in the controversy in which such judgnent shal
have been nade.

8§ 5. This act shall take effect imediately; provided, however that
the provisions of sections one, two and four of this act shall take
effect on the same date and in the same manner as a chapter of the |aws
of 2025 amending the general business lawrelating to the training and
use of artificial intelligence frontier nodels, as proposed in |egisla-
tive bills nunbers S. 6953-B and A 6453-B, takes effect.




